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PREVALENCE OF DISCOVERABLE ELECTRONIC DATA 
  
  
“Because of the prevalence of discoverable electronic data and the 
uncertainties associated with preserving that data, sanctions concerning 
the spoliation of electronic information have reached an all-time high.   
 
Dan H. Willoughby, Jr., et al., Sanctions for E-Discovery Violations: By the 
Numbers, 60 Duke L.J. 789,709 (2010).” 
 
Brookshire Brothers v. Aldridge, 438 S.W.3d 9, 17 (Tex. 2014). 



A written communication placing the recipient/potential adverse party  
(1) to preserve certain evidence in electronic, magnetic, or digital 
form, documents, and tangible items, and 
(2) to take appropriate measures to prevent the alteration or 
destruction of that evidence. 

DEFINITION OF LITIGATION HOLD NOTICE 
  
  



1.  Common Law—duty to preserve evidence when a party  
     knows, or reasonably should know, that (1) there is a      
     substantial chance that a claim will be filed and that (2)  
     evidence in its possession or control will be material and 
     relevant to that claim. 
 
     Brookshire brothers v. Aldridge, 438 S.W.3d 9 (Tex.2014) 
     Walmart Stores v. Johnson, 106 S.W.3d 718 (Tex. 2003)  

BASIS FOR DUTY TO PRESERVE EVIDENCE 
  
   



2. TRCP 192.3(b) “Documents and tangible things” 
     Comment 2 to 1999 changes: 
                       “2. The definition of documents and tangible  
                              things has been revised to clarify that 
                              things relevant to the subject matter of 
                              the action are within the scope of discovery 
                              regardless of their form. 
 
 
 
 

BASIS FOR DUTY TO PRESERVE EVIDENCE 
  
   



 
192.3 Scope of Discovery. 
 
(a) Generally. In general, a party may obtain discovery regarding any matter that is 
not privileged and is relevant to the subject matter of the pending action, whether 
it relates to the claim or defense of the party seeking discovery or the claim or 
defense of any other party. It is not a ground for objection that the information 
sought will be inadmissible at trial if the information sought appears reasonably 
calculated to lead to the discovery of admissible evidence. 
(b) Documents and tangible things. A party may obtain discovery of the existence, 
description, nature, custody, condition, location, and contents of documents and 
tangible things (including papers, books, accounts, drawings, graphs, charts, 
photographs, electronic or videotape recordings, data, and data compilations) that 
constitute or contain matters relevant to the subject matter of the action. A 
person is required to produce a document or tangible thing that is within the 
person's possession, custody, or control. 
 
 
 
 

CONT’D TRCP 192.3(b) “DOCUMENTS AND…” 
  
   



196.4 Electronic or Magnetic Data.  
 
To obtain discovery of data or information that exists in electronic or magnetic 
form, the requesting party must specifically request production of electronic or 
magnetic data and specify the form in which the requesting party wants it 
produced. The responding party must produce the electronic or magnetic data 
that is responsive to the request and is reasonably available to the responding 
party in its ordinary course of business. 
 
If the responding party cannot-through reasonable efforts-retrieve the data or 
information requested or produce it in the form requested, the responding party 
must state an objection complying with these rules. If the court orders the 
responding party to comply with the request, the court must also order that the 
requesting party pay the reasonable expenses of any extraordinary steps 
required to retrieve and produce the information. 

CONT’D TRCP 196.4 “ELECTRONIC OR 
MAGNETIC…” 
  
   



3. FRCP 26(b)(2)(B) “Specific Limitations on Electronically Stored Information” 
(B) Specific Limitations on Electronically Stored Information. A party need not 
provide discovery of electronically stored information from sources that the party 
identifies as not reasonably accessible because of undue burden or cost. On motion 
to compel discovery or for a protective order, the party from whom discovery is 
sought must show that the information is not reasonably accessible because of 
undue burden or cost. If that showing is made, the court may nonetheless order 
discovery from such sources if the requesting party shows good cause, considering 
the limitations of Rule 26(b)(2)(C). The court may specify conditions for the 
discovery. 
 
Ashton v. Knight Transportation, Inc., 772 F. Supp. 2d 772, 800 ( N.D. Tex. 2011) 
“The duty to preserve extends to the party’s or potential party’s employees “likely 
to have relevant information---the “key players”. (citation omitted). The duty to 
preserve evidence is a duty owed to the court, not to the party’s potential 
adversary, hence, spoliation is considered an abuse of the judicial process.” (citation 
omitted). 
 
 
 

BASIS FOR DUTY TO PRESERVE EVIDENCE 
  
   



STARTING POINT: RETENTION NOTICE 
  
   A. Recipients 

1. Potential parties 
2. Officers of company/organization 
3. Head of IT Department 
4. Resident agent for process of service 
5. Insurance adjuster for insured 

B. Contents of Notice 
1. State your role on behalf of the requesting party 
2. State the nature of the dispute between the requesting party and the 

recipient/potential adverse party. 
3. State the obligation of the recipient/potential adverse party to take 

reasonable steps to preserve and safeguard relevant documents, 
tangible items, and electronic, magnetic, and digital data. 

4. State the obligation of the recipient/potent adverse party not to 
destroy relevant evidence. 

                



B. Contents of Notice Cont’d 
 

5. State the obligation of the recipient/potential adverse party to forward 
notice to others in the company/organization to take appropriate 
measures to preserve relevant evidence and to prevent the destruction 
of relevant evidence. 

6. State with specificity the evidence that you want preserved and not 
destroyed.  

7. State that if the recipient/potential adverse party. Does not understand 
the notice letter to contact you. 

8. State your willingness to meet with the recipient/potential adverse party 
regarding your notice. 

  
   

CONT’D STARTING POINT: RETENTION NOTICE 
  
   



C. Reciprocal Obligation. 
 
     Types of Evidence to Request/Preserve: 

1. Databases 
2. Data files 
3. Program files 
4. Image files (eg. JPEG,TIFF) 
5. E-mail messages and files 
6. Voice-mail messages and files 
7. Text messages 
8. Temporary files 
9. System-history files 
10. Deleted files, programs, or e-mails 
11. Backup files and archival tapes 
12. Web site files 
13. Web site information stored in textual, graphical, or audio Format. 
14. Cache files, and 
15. Cookies 

CONT’D STARTING POINT: RETENTION NOTICE 
  
   



SAMPLES OF COMMUNICATIONS 
  
   
1. E-mail 
2. Simple letter 
3. Detailed letter 



EMAIL 
  
   



SIMPLE LETTER 
  
   



DETAILED LETTER 
  
   



DETAILED LETTER CONT’D 
  
   



The reality of electronic discovery is it starts off as the 
responsibility of those who don’t understand the technology 
and ends up as the responsibility of those who don’t 
understand the law. 

ELECTRONIC DISCOVERY 
  
   

A clear and instructive preservation letter that serves to educate 
your opponent isn’t just a professional courtesy……..it also compels 
recognition of a duty to intervene to prevent data loss and deprives 
an opponent of a sanctions “safe harbor”. 

INSTRUCTIVE PRESERVATION LETTER 
  
   



QUESTIONS 
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